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Don't assume that a sender of e-mail is giving his or her permission for you to forward or
redistribute the message to third parties or to give his/her e-mail address to third parties.
This should only be done with permission or when you know that the individual would
have no objection.

3.

4. Be considerate when sending attachments with e-mail (where this is permitted). Be sure
that the file is not too large to be accommodated by the recipient's system and is in a
format which the recipient can open.

IV. INTERNET SAFETY

A. General Warning: Individual Responsibility of Parents and Users. All users and their
parents/ guardians are advised that access to the electronic network may include the potential
for access to materials inappropriate for school-aged pupils. Every user must take
responsibility for his or her use of the computer network and Internet and stay away from
these sites. Parents of minors are the best guide to materials to shun. If a student finds that
other users are visiting offensive or harmful sites, he or she should report such use to the
person designated by the School.

B. Personal Safety. Be safe. In using the computer network and Internet, do not reveal
personal information such as your home address or telephone number. Do not use your real
last name or any other information which might allow a person to locate you without first
obtaining the permission of a supervising teacher. Do not arrange a face-to- face meeting
with someone you "meet" on the computer network or Internet without your parent's
permission (if you are under 18). Regardless of your age, you should never agree to meet a
person you have only communicated with on the Internet in a secluded place or in a private

setting.

c. "Hacking" and Other Illegal Activities. It is a violation of this Policy to use the School's
computer network or the Internet to gain unauthorized access to other computers or computer
systems, or to attempt to gain such unauthorized access. Any use which violates state or
federal law relating to copyright, trade secrets, the distribution of obscene or pornographic
materials, or which violates any other applicable law or municipal ordinance, is strictly

prohibited.

D. Confidentiality of Student Information. Personally identifiable information concerning
students may not be disclosed or used in any way on the Internet without the permission of a
parent or guardian or, if the student is 18 or over, the permission of the student
himself/herself. Users should never give out private or confidential information about
themselves or others on the Internet, particularly credit card numbers and Social Security
numbers. A supervising teacher or administrator may authorize the release of directory
information, as defined by Ohio law, for internal administrative purposes or approved
educational projects and activities.
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